NIH/Clinical Center VPN 
What is a VPN?
A Virtual Private Network (VPN) is used to provide secure, encrypted network communications between a network and a remote host or other remote network over the public Internet. VPN allows the establishment of an encrypted "tunnel" that protects the flow of network traffic from eavesdroppers. 

VPN makes network traffic appear to originate from on-campus. The employees who access resources restricted to the Clinical Center and NIHnet  such as site-licensed software repositories, SMTP relay servers for outgoing email, and partner servers and networks at other institutions.

Who has access to the Clinical Center VPN?

The Clinical Center has implemented a Cisco Virtual Private Network (VPN) for special needed remote access, but encourages the use of Citrix (https://casper.cc.nih.gov) as the primary remote access portal.  Each VPN request will be considered on a case-by-case basis.  
How do I request a VPN account?

Fill out the request form at www.cc.nih.gov/dna/tv/network.html
What do I need to Include in my VPN Request?
You will need to provide your first name, last name, work address, work phone, home phone, and justification for VPN access.
Where do I download the VPN client?
Download the VPN clients at www.cc.nih.gov/dna/tv/network.html
Who do I contact for Support?
Contact the Clinical Center Network Team at 301-496-8652 for assistance.
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